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# Introdução

A segurança da informação é um tema que está recebendo atenção nos últimos anos visto que o aumento de prejuízos causados por crimes cibernéticos vem aumentando consideravelmente, como é possível observar no gráfico da Figura 1.

Figura 1 - Prejuízo estimado por crimes cibernéticos

![](data:image/png;base64,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)

Fonte: Federal Bureau of Investigation (2019)

Um crime cibernético pode ocorrer, por exemplo, quando uma vulnerabilidade de segurança é explorada por um agente malicioso. Essas vulnerabilidades normalmente surgem a partir de bugs nos códigos escritos pelos desenvolvedores do sistema (ROWE; LUNT; EKSTROM, 2011). Para a prevenção de possíveis prejuízos causados por essas falhas, podem ser utilizadas ferramentas que realizam testes automatizados ou contratar um profissional para realizar testes manuais, conhecido como hacker ético ou *pentester*. Ambas as abordagens são aplicadas com o intuito de descobrir vulnerabilidades antes que elas sejam exploradas de forma a causar prejuízos (XIE; LIPFORD; CHU, 2011; STEFINKO; PISKOZUB; BANAKH, 2016).

A utilização de ferramentas para analisar o código fonte da aplicação tem por objetivo identificar possíveis falhas no código fonte (HALDAR; CHANDRA; FRANZ, 2005), tal como a falta de validação de campos de entrada, cujo valor submetido pelo usuário pode interferir no comportamento da aplicação. Caso alguma falha seja encontrada, a ferramenta indica a região do código fonte que pode estar vulnerável e deveria ser ajustada.

O profissional que realiza testes de invasão utiliza das mesmas técnicas que um *hacker* utilizapara invasão de sistemas (STEFINKO; PISKOZUB; BANAKH, 2016). Ao final do trabalho, o profissional fornece um relatório explicando como foi realizado o ataque e quais vulnerabilidades foram encontradas neste percurso (STEFINKO; PISKOZUB; BANAKHT, 2016). Se comparado com a utilização de ferramentas automatizadas, a atuação deste especialista tende a ser mais lenta e cara para as empresas. Entretanto existe um ganho na identificação de vulnerabilidades ao se contratar um *pentester* (STEFINKO; PISKOZUB; BANAKH, 2016). Pois, como apresentado no trabalho de Amankwah, Chen e Kudjo (2020), as ferramentas automatizadas, não são capazes de identificar a grande variedade de vulnerabilidades existentes.

Apesar destas estratégias auxiliarem na descoberta de falhas de segurança, elas não ajudam a diminuir a criação de novos bugs pelos desenvolvedores (XIE; LIPFORD; CHU, 2011). Ou seja, uma ferramenta ou um especialista descobrirá a falha e os desenvolvedores irão corrigi-las. Este processo não permite o refinamento técnico dos desenvolvedores para que eles parem ou diminuam a criação de bugs que podem vir a se tornar falhas de segurança (XIE; LIPFORD; CHU, 2011). Para que os desenvolvedores escrevam códigos mais seguros é preciso estudar as vulnerabilidades de softwares, conhecer como elas são exploradas por malfeitores e aprender a mitigá-las. Segundo o trabalho de Xie, Lipford e Chu (2011), várias vulnerabilidades de segurança podem ser evitadas com conhecimentos e a utilização de práticas simples de desenvolvimento de software seguro.

Com a premissa de educar os desenvolvedores de software sobre vulnerabilidades de segurança, ferramentas como a WebGoat (OPEN WEB APPLICATION SECURITY PROJECT, 2020) foram desenvolvidas. Por exemplo, esta ferramenta apresenta ao usuário como determinada vulnerabilidade ocorre, como é explorada e como um desenvolvedor deve programar o sistema para que ele não fique vulnerável a esta falha. Entretanto, ainda existem muitas vulnerabilidades de segurança que não são exploradas no WebGoat. Uma delas, por exemplo, é a vulnerabilidade conhecida como *OS injection*, que está no *ranking* das 25 vulnerabilidades mais perigosas, segundo a Common Weakness Enumeration – CWE (COMMON WEAKNESS ENUMERATION, 2020).

Diante deste cenário, propõe-se incorporar à ferramenta WebGoat uma extensão para que estudantes possam se aprofundar no conhecimento da vulnerabilidade *OS injection.* A proposta é seguir o modelo já definido pelo software, que conceitua a vulnerabilidade, explicando o impacto na segurança da informação e conduzindo a jornada do estudante na execução e validação de exercícios.

## OBJETIVOS

O objetivo geral deste trabalho é disponibilizar uma extensão à ferramenta WebGoat para que seja possível ao estudante compreender a vulnerabilidade *OS Injection*.

São objetivos específicos deste trabalho:

1. disponibilizar a parte teórica que conceitua a vulnerabilidade *OS Injection*;
2. disponibilizar a parte prática que demonstra a vulnerabilidade *OS Injection*;
3. avaliar com uma turma da disciplina de Desenvolvimento de Software Seguro se este trabalho cumpriu seu papel de ensinar sobre as vulnerabilidades *OS Injection*.

# trabalhos correlatos

Na presente sessão, são apresentados alguns trabalhos correlatos ao tema de estudo proposto. O primeiro é a aplicação web Hacksplaining (NETSPARKER, 2020), o segundo é a ferramenta Damn Vulnerable Web Application – DVWA (RANDOMSTORM, 2010) e o terceiro é a aplicação web TryHackMe (TRYHACKME, 2020)

## hacksplaining

A aplicação Hacksplaining é uma aplicação web que tem por objetivo introduzir conceitos de exploração de vulnerabilidades para programadores (NETSPARKER, 2020). A aplicação possui diversas lições, que iniciam com explicações básicas de como a vulnerabilidade ocorre. Após essa introdução, o usuário é convidado a seguir alguns passos para explorar a vulnerabilidade em um sistema fictício. Tendo explorado a vulnerabilidade e a consciência de como ela ocorre, o usuário recebe dicas de como mitigar o problema, além de uma explicação dos riscos que aquela vulnerabilidade pode trazer para os sistemas do mundo real.

A aplicação Hacksplaining tem o seu foco direcionado apenas para as vulnerabilidades mais comuns que podem acontecer em sistemas reais (NETSPARKER, 2020). Seu público-alvo são programadores que buscam o conhecimento básico sobre vulnerabilidades, sendo também utilizada por empresas que buscam capacitar seus programadores. Isso pode ser um ponto limitante, pois a aplicação cobre apenas algumas vulnerabilidades, deixando várias outras de fora do seu catálogo.

Apesar de ser uma aplicação com fins comerciais, ela é disponibilizada de forma gratuita para qualquer pessoa que queira utilizar a aplicação. Cobra-se uma assinatura anual apenas para empresas que desejam o acesso a mais de 5 contas distintas (NETSPARKER, 2020).

O principal aspecto desta aplicação é a possibilidade de se explorar as vulnerabilidades em sistemas fictícios que se aproximam de aplicações reais. Isso acaba trazendo uma boa noção de como as vulnerabilidades ocorrem e são exploradas na prática.

Outro ponto relevante é a forma com que as lições são estruturadas: cada passo é bem descrito para que qualquer programador possa entender como as vulnerabilidades ocorrem e como podem ser corrigidas caso existam em sistemas do mundo real. Uma característica desta ferramenta é que todas as aplicações fornecidas como exemplo de má implementação estão hospedadas nos servidores da Hacksplainig. Com isso, todos os recursos estão disponíveis na web sem a necessidade de efetuar o download de algo para estudar os problemas de segurança da informação.

## Damn Vulnerable Web Application – DVWA

A aplicação DVWA é uma aplicação web de código aberto destinada para o ensino e estudo de vulnerabilidades web (RANDOMSTORM, 2010). Nesta aplicação, as vulnerabilidades são divididas em subprojetos, onde cada um possui uma vulnerabilidade distinta a ser explorada. Para cada projeto, são fornecidos links externos (para outros websites) que explicam o funcionamento de cada vulnerabilidade.

A forma com que a vulnerabilidade é apresentada pode ser considerada um ponto fraco pois usuários menos experientes não têm qualquer outro auxílio, a partir da ferramenta, o que pode dificultar o seu aprendizado ou até mesmo frustrá-lo.

Outro ponto negativo desta aplicação é que se faz necessário o download da aplicação e a execução de uma etapa de configuração com um banco de dados para o seu correto funcionamento. Este processo de instalação e configuração acaba tornando a sua utilização menos prática, em comparação com outras ferramentas.

Um ponto forte que a aplicação DVWA possui é a possibilidade de o usuário escolher um nível de segurança. Os níveis são divididos em três categorias: “baixo”, “médio” e “alto”. No nível baixo, a aplicação fica totalmente vulnerável. Neste nível a aplicação utiliza más práticas de segurança, sendo indicado para iniciantes, pois nele é ensinado o básico da exploração da vulnerabilidade (RANDOMSTORM, 2010).

Já no nível médio, a principal intenção é mostrar o código de uma aplicação que ainda possui várias práticas insuficientes de segurança. Este nível é indicado para usuários que desejam melhorar as suas habilidades em identificar e explorar vulnerabilidades de segurança (RANDOMSTORM, 2010).

No nível alto, a aplicação serve como exemplo de boas práticas de segurança para códigos fonte pois é uma aplicação segura de qualquer vulnerabilidade. Logo, o seu propósito apenas é o de apresentar boas práticas de segurança ao usuário (RANDOMSTORM, 2010).

Por fim, o último ponto forte dessa aplicação, também está relacionado à funcionalidade de níveis, pois a aplicação também permite ao usuário comparar o código fonte aplicado em cada nível. Essa funcionalidade auxilia o usuário a identificar com mais facilidade o que é uma má prática de segurança em relação a uma boa prática, além de recomendar como pode adotar boas práticas.

## tryhackme

A aplicação TryHackMe é uma aplicação web comercial, entretanto ela possui planos gratuitos. Esta aplicação é destinada ao ensino de exploração de vulnerabilidades. A aplicação possui dois tipos distintos de módulos. O primeiro módulo é destinado ao ensino, nele são apresentadas algumas vulnerabilidades e os passos que devem ser seguidos para que essas vulnerabilidades sejam exploradas. Além de um guia passo a passo a aplicação disponibiliza vídeos como exemplo da exploração da vulnerabilidade (TRYHACKME, 2020).

O segundo módulo é destinado apenas a prática, neste módulo são fornecidos desafios no estilo capture the flag (CTF). Um desafio CTF, consiste em um invasor capturar um dado ou arquivo (flag) que sinalize que a sua invasão foi bem sucedida. Estes desafios estão separados em salas, cada sala possui uma aplicação diferente da outra, e o objetivo é invadir o sistema dessas salas e encontrar a bandeira (TRYHACKME, 2020).

Ao contrário dos correlatos já apresentados, o TryHackMe é voltado para o refinamento das habilidades dos *pentesters*, logo os desafios tendem a ser mais complexos e existem mais vulnerabilidades que podem ser exploradas.

Um ponto positivo é que a utilização desta aplicação é através da web, sem ter a necessidade de fazer o download das aplicações para utilizá-las. Quando um usuário entra em uma sala, automaticamente um ambiente virtual é instanciado nos servidores da aplicação para que apenas um usuário tenha acesso para cada laboratório, sendo assim, se duas pessoas estiverem na mesma sala tentando explorar as mesmas vulnerabilidades uma não irá atrapalhar a outra.

Outro ponto forte do TryHackMe é que os próprios usuários podem criar suas próprias salas de desafios e desafiar os outros usuários da plataforma (TRYHACKME, 2020). Essa característica permite uma maior cobertura das vulnerabilidades existentes.

## CyExec

A ferramenta CyExec é uma ferramenta baseada na ferramenta WebGoat, entretanto o seu foco não é apenas no ensino de identificação e exploração de vulnerabilidades, mas também possui lições específicas de como construir uma defesa para um sistema real (MAKI et al, 2020).

O fluxo desta ferramenta inicia com os exercícios já existentes no WebGoat. Essas lições são tratadas como introdutórias. Após esta etapa introdutória, os exercícios desenvolvidos no trabalho de Maki et al (2020) são utilizados. Nestes exercícios, eles possuem tarefas específicas dependendo do “papel” que o aluno estiver atuando, que pode ser como atacante ou defensor.

Se o aluno utilizar o papel de atacante, terá que seguir lições como: executar ferramentas de *scan* para encontrar vulnerabilidades, explorar as vulnerabilidades até conseguir o controle da máquina alvo (MAKI et al, 2020). Já a aluno com o papel de defensor deve aplicar técnicas de defesa para impedir o atacante. Dentre essas técnicas está a análise de *logs*, correção de vulnerabilidades que estão sendo exploradas e a implementação de um *Web Application Firewall* para conter o vazamento de informações da ferramenta de exercícios (MAKI et al, 2020).

# software atual

Como citado anteriormente a aplicação WebGoat é uma aplicação de código aberto destinada ao ensino de vulnerabilidades de segurança para programadores. Atualmente se encontra na versão 8.1 (OPEN WEB APPLICATION SECURITY PROJECT, 2020). A aplicação é dividida em dois módulos, sendo que o primeiro contém lições de vulnerabilidades e o segundo contém desafios.

No módulo de lições, são apresentados ao usuário sistemas que propositalmente possuem falhas de segurança, onde ao decorrer da lição o usuário vai aprender a identificar, explorar e a mitigar a vulnerabilidade apresentada em determinada lição. Como citado anteriormente, as lições são dividias em três etapas. A primeira é uma explicação que explica como determinada vulnerabilidade ocorre. A segunda etapa explica como é explorada esta vulnerabilidade. Por último é apresentado ao usuário como evitar a vulnerabilidade. Já no módulo de desafios, os desafios são feitos no estilo CTF, onde o usuário tem que utilizar os seus conhecimentos adquiridos nas lições para conseguir resolver o desafio.

Como o foco da ferramenta é no ensino de conhecimentos básicos sobre vulnerabilidades para programadores, foram selecionadas aquelas que estão presentes no OWASP Top 10, um *ranking* que apresenta as vulnerabilidades com maior risco para aplicações web. Porém, nem todas as vulnerabilidades presentes neste *ranking* constam na aplicação do WebGoat.

# Proposta da aplicação

Na presente seção, é apresentada a justificativa do trabalho proposto, em seguida a sua metodologia de desenvolvimento e os seus requisitos.

## JUSTIFICATIVA

No Quadro 1 são apresentadas as principais características dos trabalhos correlatos. Neste quadro é possível perceber que todas as aplicações utilizam virtualização do ambiente em que se são executados os exercícios, tornando as soluções mais portáveis e fácies de replicar.

Colocar o quadro 1 aqui

Um fator relevante é que, exceto a ferramenta TryHackMe, os outros correlatos possuem um funcionamento parecido, dividindo em etapas para apresentar a vulnerabilidade, explorá-la e explicar como mitigá-la. Porém a ferramenta TryHackMe não apresenta ao usuário como uma vulnerabilidade deve ser mitigada. O foco desta ferramenta é refinar as habilidades de ataque de um *pentester*, ao contrário das demais ferramentas que tem o objetivo de ensinar boas práticas de desenvolvimento de software seguro.

O Quadro 2 apresenta uma parcela das vulnerabilidades implementadas pelos trabalhos correlatos. Das vulnerabilidades apresentadas no Quadro 2, nem todas foram implementadas por todas as ferramentas de ensino. Um exemplo é a vulnerabilidade *OS injection*, que está listada na décima posição do *ranking* da CWE das 25 vulnerabilidades mais perigosas (COMMON WEAKNESS ENUMERATION, 2020).

Pode ser observado também que o maior foco das ferramentas de ensino está na exemplificação das vulnerabilidades de Cross Site Scripting (XSS) e SQL injection. Ambas as vulnerabilidades estão no ranking da Common Weakness Enumeration (2020), sendo o XSS considerado a vulnerabilidade mais perigosa do ano de 2020.

Considerando as comparações apresentadas até o momento, o presente projeto se propõe a estender a implementação da ferramenta WebGoat para acrescentar uma vulnerabilidade pouco explorada pelas ferramentas de ensino já existentes, como por exemplo, o *OS Injection*.

A criação deste tipo de ferramenta se torna importante para o auxílio no ensino de segurança da informação nas faculdades. Pois o conhecimento gerado pelas técnicas de ataque pode evitar que muitas vulnerabilidades sejam exploradas de forma maliciosa. Sendo assim o ensino de técnicas de *hacking* pode ser considerado uma peça crucial no ensino de segurança na computação (PARSHEL, 2006; TRABELSI; MCCOEY, 2016).

Trabelsi e McCoey (2016) afirmam que o ensino de técnicas de segurança ofensiva se torna uma peça fundamental para o melhor entendimento do aluno sobre o pensamento *hacker* e como as falhas de segurança acontecem. Os autores ainda frisam a importância da realização de atividades práticas para o ensino de vulnerabilidades, pois nessas abordagens é permitido ao aluno testar técnicas utilizadas em ataques reais e em contra partida, o aluno também aprende como implementar soluções apropriadamente seguras.

Com base nos trabalhos de Trabelsi e McCoey (2016) e Parshel (2006), pode ser afirmado que o presente projeto tem relevância no sentido social, onde o objetivo do projeto é auxiliar na educação de novos alunos da disciplina de Desenvolvimento de Sistemas Seguros. Espera-se, com a conclusão deste trabalho, proporcionar maior entendimento aos alunos da disciplina de como as vulnerabilidades ocorrem e por sua vez como podem ser corrigidas.

Quadro 1 Comparação das funcionalidades dos trabalhos correlatos. AT representa Atende, AP – Atende Parcialmente e NA Não Atende

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Correlato  Funcionalidade | Hackplaining - (NETSPARKER, 2020) | DVWA - (RANDOMSTORM, 2010) | TryHackMe - (TRYHACKME, 2020) | CyExec – (MAKI et al., 2020) |
| Descrição da vulnerabilidade | AT | AP | AT | AT |
| Técnicas de identificação | AT | AP | AT | AT |
| Técnicas de exploração | AT | AP | AT | AT |
| Técnicas de mitigação | AT | AP | NA | AT |
| Técnicas de ataque em gera | AT | AP | AT | AT |
| Técnicas de defesa em geral | NA | NA | NA | AT |
| Contém desafio estilo CTF | NA | AT | AT | AT |
| Execução em ambiente local | NA | AT | NA | AT |
| Utilização de ambiente virtual | AP | AT | AT | AT |

Fonte: elaborado pelo autor

Quadro 2 Vulnerabilidade ensinada. Onde tem o "X" significa que a ferramenta contém

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Correlato  Vulnerabilidade | Hackplaining - (NETSPARKER, 2020) | DVWA - (RANDOMSTORM, 2010) | TryHackMe - (TRYHACKME, 2020) | CyExec – (MAKI et al., 2020) |
| Cross Site Scripting | X | X | X | X |
| Sql Injection | X | X | X | X |
| OS Injection | X |  | X |  |
| Buffer Overflow | X |  | X |  |
| Path Transversal | X |  | X |  |
| Upload de arquivo não confiável | X | X | X |  |

Fonte: elaborado pelo autor

## REQUISITOS PRINCIPAIS DO PROBLEMA A SER TRABALHADO

Os requisitos funcionais (RF) e os requisitos não funcionais da aplicação (RNF) são:

RF1 – O software deve conceituar a vulnerabilidade *OS Injection;*

RF2 – O software deve conduzir o aluno na realização de exercícios;

RF3 – O software deve avaliar as respostas fornecidas pelo usuário;

RFN1 – O software deve ser construído seguindo o modelo de extensão proposto pelo WebGoat;

RNF2 – O software deve ser escrito em Java;

RNF3 – As lições devem estar disponíveis nos idiomas português e inglês.

## METODOLOGIA

O trabalho será desenvolvido observando as seguintes etapas:

1. levantamento bibliográfico: pesquisar sobre a vulnerabilidade *OS injection* bem como suas possíveis variações. Buscar também metodologias para o desenvolvimento de textos de caráter pedagógico;
2. análise da ferramenta atual: estudar o modelo de extensão da ferramenta Webgoat;
3. desenvolvimento da parte teórica da lição: implementar o guia de como a vulnerabilidade pode ser explorada;
4. desenvolvimento da parte prática da lição: desenvolver uma aplicação para testes, sendo propositalmente vulnerável a *OS Injection*;
5. testes da aplicação: realizar testes para validar a aplicação como um todo;
6. testes com usuários: testar a aplicação com um grupo de usuários. O teste será validado a partir de questionários respondidos pelos usuários;
7. analise das respostas dos questionários respondidos.

As etapas serão realizadas nos períodos relacionados no Quadro 33.

Quadro 3 - Cronograma

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
|  | ano | | | | | | | | | |
|  | Fev. | | mar. | | abr. | | mai. | | jun. | |
| etapas / quinzenas | 1 | 2 | 1 | 2 | 1 | 2 | 1 | 2 | 1 | 2 |
| Levantamento bibliográfico |  |  |  |  |  |  |  |  |  |  |
| Análise ferramenta atual |  |  |  |  |  |  |  |  |  |  |
| Desenvolver parte teórica da lição |  |  |  |  |  |  |  |  |  |  |
| Desenvolver parte prática da lição |  |  |  |  |  |  |  |  |  |  |
| Testar a aplicação |  |  |  |  |  |  |  |  |  |  |
| Realizar testes com usuários |  |  |  |  |  |  |  |  |  |  |
| Analisar questionários respondidos |  |  |  |  |  |  |  |  |  |  |

Fonte: elaborado pelo autor

# REVISÃO BIBLIOGRÁFICA

Na presente seção, são apresentados alguns conceitos que fundamentam a produção deste trabalho, sendo eles: segurança da informação e ataque em segurança da informação.

A segurança da informação é definida pela ISO/IEC 27002 (2005) como uma forma de garantir a integridade, confidencialidade e a disponibilidade da informação. Pode ainda contemplar outras propriedades como a autenticidade, responsabilidade, não repúdio e confiabilidade. Segundo Whitman e Mattord (2017) a confidencialidade, integridade e disponibilidade são considerados os pilares de um sistema seguro, a junção destas características também é conhecida como tríade *C.I.A (sigla em inglês para confidencialidade, integridade e disponibilidade)* ou tríade da segurança da informação.

Whitman e Mattord (2017) conceituam que confidencialidade garante que apenas usuários que têm acesso ou privilégio o suficiente possam acessar alguma informação confidencial. A integridade se trata do quão integro é determinada informação, ou seja, deve garantir que a informação não sofra nenhum tipo de corrupção em seu conteúdo. Já a disponibilidade deve garantir que pessoas autorizadas acessem determinada informação quando precisarem, sem que haja algum tipo de interrupção.

Um ataque na área da segurança da informação é uma ação contínua contra um sistema que pode causar a perda de alguma propriedade de segurança ao dono do sistema. Um ataque ocorre quando um agente malicioso se utiliza da exploração (*exploit*) de uma vulnerabilidade presente no sistema. Uma vulnerabilidade consiste em uma fraqueza de um sistema, como quando um campo onde seu conteúdo não é validado e seu valor interfere no comportamento da aplicação (WHITMAN; MATTORD, 2017).
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ASSINATURAS

(Atenção: todas as folhas devem estar rubricadas)

Assinatura do(a) Aluno(a): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Assinatura do(a) Orientador(a): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Assinatura do(a) Coorientador(a) (se houver): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

|  |
| --- |
| Observações do orientador em relação a itens não atendidos do pré-projeto (se houver): |

FORMULÁRIO DE avaliação – PROFESSOR TCC I

Acadêmico(a): Artur Ricardo Bizon

Avaliador(a): Andreza Sartori

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ASPECTOS AVALIADOS1 | | atende | atende parcialmente | não atende |
| ASPECTOS TÉCNICOS | 1. INTRODUÇÃO   O tema de pesquisa está devidamente contextualizado/delimitado? | X |  |  |
| O problema está claramente formulado? | X |  |  |
| 1. OBJETIVOS   O objetivo principal está claramente definido e é passível de ser alcançado? | X |  |  |
| Os objetivos específicos são coerentes com o objetivo principal? | x |  |  |
| 1. JUSTIFICATIVA   São apresentados argumentos científicos, técnicos ou metodológicos que justificam a proposta? | x |  |  |
| São apresentadas as contribuições teóricas, práticas ou sociais que justificam a proposta? | x |  |  |
| 1. METODOLOGIA   Foram relacionadas todas as etapas necessárias para o desenvolvimento do TCC? | x |  |  |
| Os métodos, recursos e o cronograma estão devidamente apresentados? |  | x |  |
| 1. REVISÃO BIBLIOGRÁFICA (atenção para a diferença de conteúdo entre projeto e pré-projeto)   Os assuntos apresentados são suficientes e têm relação com o tema do TCC? | x |  |  |
| ASPECTOS METODOLÓGICOS | 1. LINGUAGEM USADA (redação)   O texto completo é coerente e redigido corretamente em língua portuguesa, usando linguagem formal/científica? |  | x |  |
| A exposição do assunto é ordenada (as ideias estão bem encadeadas e a linguagem utilizada é clara)? |  | x |  |
| 1. ORGANIZAÇÃO E APRESENTAÇÃO GRÁFICA DO TEXTO   A organização e apresentação dos capítulos, seções, subseções e parágrafos estão de acordo com o modelo estabelecido? |  | x |  |
| 1. ILUSTRAÇÕES (figuras, quadros, tabelas)   As ilustrações são legíveis e obedecem às normas da ABNT? | x |  |  |
| 1. REFERÊNCIAS E CITAÇÕES   As referências obedecem às normas da ABNT? |  | x |  |
| As citações obedecem às normas da ABNT? |  | x |  |
| Todos os documentos citados foram referenciados e vice-versa, isto é, as citações e referências são consistentes? |  | x |  |

PARECER – PROFESSOR DE TCC I ou COORDENADOR DE TCC

**(preencher apenas no projeto):**

|  |  |  |
| --- | --- | --- |
| O projeto de TCC será reprovado se:   * qualquer um dos itens tiver resposta NÃO ATENDE; * pelo menos **4 (quatro)** itens dos **ASPECTOS TÉCNICOS** tiverem resposta ATENDE PARCIALMENTE; ou * pelo menos **4 (quatro)** itens dos **ASPECTOS METODOLÓGICOS** tiverem resposta ATENDE PARCIALMENTE. | | |
| **PARECER**: | ( ) APROVADO | ( ) REPROVADO |

Assinatura: Andreza Sartori Data: 19/10/2020